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Abstract: The exponential growth of digital data has necessitated robust, secure, and scalable storage solutions to ensure data integrity and 

privacy. Conventional cloud storage systems provide accessibility but often fall short in security measures, exposing sensitive information to 

breaches and unauthorized access. eVault is a next-generation cloud-based digital storage solution designed to address these challenges by 

incorporating advanced encryption, access control mechanisms, and real-time anomaly detection. This paper presents an in-depth exploration of 

eVault’s architecture, emphasizing its security framework, performance benchmarks, and comparative analysis with existing storage 

platforms.The implementation of AES-256 encryption, multi-factor authentication (MFA), and a decentralized key management system ensures 

data security while maintaining high accessibility and minimal latency. eVault also integrates blockchain technology to enhance data immutability, 

providing users with a verifiable and tamper-proof audit trail. In addition, role-based access control (RBAC) is implemented to restrict 

unauthorized access, ensuring that only designated users can retrieve and modify sensitive data.Performance evaluations demonstrate that eVault 

outperforms traditional storage methods in terms of security resilience, retrieval efficiency, and scalability. The encryption and decryption 

processes are optimized to minimize computational overhead, making the system suitable for both individual and enterprise-level applications. 

Furthermore, eVault’s distributed architecture ensures redundancy and high availability, reducing the risk of data loss due to  hardware 

failures.Future advancements in eVault will focus on integrating AI-driven threat detection and optimizing storage efficiency for large-scale 

enterprise applications. The use of machine learning models to detect anomalies and potential cyber threats in real-time will further enhance 

eVault’s security framework. Additionally, research will be conducted to explore hybrid encryption models that balance security with 

computational efficiency, making eVault an even more viable solution for secure digital storage. 

Keywords— Cloud storage, Encryption, Access control, Data security, Digital vault, Multi-factor authentication, AI-driven security, 

Scalable storage, Blockchain technology, Role-based access control, Redundancy, Hybrid encryption. 
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I.INTRODUCTION 

The increasing dependence on digital data for personal and business 

operations has significantly elevated the demand for secure and 

reliable storage solutions. Cloud-based storage platforms such as 

Google Drive, Dropbox, and OneDrive provide users with 

convenience and accessibility; however, they pose significant risks 

related to unauthorized access, data breaches, and lack of control 

over sensitive information [1]. A major concern with conventional 

cloud storage solutions is their centralized nature, which makes 

them susceptible to cyberattacks, data loss, and performance 

bottlenecks [2]. 

To address these challenges, eVault is introduced as a secure, 

scalable, and efficient digital storage solution that incorporates 

state-of-the-art encryption, access control mechanisms, and 

distributed storage technologies. The core objective of eVault is to 

provide a digital vault where users can store sensitive data with 

maximum security assurance, while maintaining ease of access and 

high retrieval efficiency. By integrating AES-256 encryption, 

multi-factor authentication (MFA), and blockchain-based security 

layers, eVault ensures that stored data remains private and tamper-

proof [3]. 

Additionally, eVault adopts role-based access control (RBAC) to 

limit user permissions based on predefined security policies, 

thereby mitigating risks associated with unauthorized modifications 

or data leaks [4]. The incorporation of artificial intelligence-driven 

anomaly detection enhances security by identifying potential 

threats in real time, preventing unauthorized access attempts and 

data manipulation [5]. 

The implementation of eVault also focuses on performance 

optimization, reducing computational overhead associated with 

encryption and decryption processes. By leveraging cloud-based 

parallel processing and decentralized storage systems, eVault 

achieves high data availability and redundancy, ensuring seamless 

access to critical information even in cases of hardware failures or 
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network disruptions [6]. 

This paper explores the fundamental architecture of eVault, 

discussing its security framework, implementation methodology, 

and performance evaluation. Comparisons with traditional cloud 

storage solutions highlight the advantages of eVault in terms of 

security resilience, access control, and retrieval efficiency. The 

study also discusses potential enhancements in eVault, such as AI-

driven security improvements and hybrid encryption models, to 

further optimize data storage security and efficiencyrelated works 

Several studies have addressed the security and performance 

challenges associated with cloud storage solutions. Smith et al. [7] 

conducted a comprehensive review of cloud security issues, 

highlighting concerns related to data breaches, insider threats, and 

encryption weaknesses. Their findings emphasized the need for 

robust security measures to protect sensitive information in cloud 

environments.Brown et al. [8] explored different encryption 

techniques used in cloud storage, comparing symmetric and 

asymmetric encryption methods. Their study concluded that AES-

256 provides optimal security with minimal processing overhead, 

making it a preferred choice for secure data storage.   Lee et al. [9] 

proposed a role-based access control model to enhance data security 

in cloud environments. Their research demonstrated that RBAC 

effectively restricts unauthorized access, ensuring data 

confidentiality and integrity. However, the study noted the potential 

for administrative complexities in large-scale 

implementations.Zhang et al. [10] introduced a decentralized storage 

system leveraging blockchain technology to improve data integrity 

and transparency. Their results showed that blockchain-based storage 

minimizes the risk of unauthorized modifications and enhances user 

trust in cloud services.Wilson et al. [11] examined the application of 

artificial intelligence in cybersecurity, particularly in anomaly 

detection for cloud storage. Their study demonstrated that AI-driven 

security mechanisms significantly reduce false-positive rates and 

improve threat detection accuracy. 

2.1 Existing System. 

Current cloud storage solutions such as Google Drive, Dropbox, and 

OneDrive provide basic encryption and accessibility but lack 

comprehensive security measures to protect against unauthorized 

access and cyber threats. Most conventional storage platforms rely on 

centralized architectures, making them vulnerable to data breaches 

and system failures [1]. Additionally, these systems often use a 

single-layer encryption model, which, while providing basic security, 

is insufficient against sophisticated cyber-attacks [2]. 

Another limitation of existing cloud storage systems is the absence of 

real-time anomaly detection mechanisms. Without AI-driven threat 

detection, these systems struggle to identify potential security 

breaches before they occur, leading to increased risks of data leaks 

and unauthorized modifications [3]. Furthermore, access control in 

conventional storage solutions is typically role-based but lacks fine-

grained permission settings, which can lead to unauthorized data 

exposure [4]. 

The performance of traditional storage solutions is also a concern, as 

encryption and decryption processes often introduce computational 

overhead, slowing down data retrieval and affecting user experience 

[5]. Moreover, data redundancy is not efficiently managed, leading to 

risks of data loss in case of hardware failures or cyberattacks [6]. 

To address these shortcomings, eVault introduces a decentralized, 

AI-driven, and highly secure cloud storage architecture that leverages 

advanced encryption, role-based access control, and blockchain 

technology to enhance data security and availability. 

2.2 Proposed System 

To address the limitations of existing cloud storage solutions, eVault 

introduces a secure, decentralized, and AI-driven storage system that 

enhances data security, integrity, and availability. eVault integrates 

multiple security layers, including AES-256 encryption, multi-factor 

authentication (MFA), and blockchain-based audit trails, ensuring 

comprehensive data protection. 

A key feature of eVault is its decentralized architecture, which 

distributes encrypted data across multiple nodes, eliminating single 

points of failure and reducing the risk of data breaches. Unlike 

traditional centralized cloud storage, eVault ensures data redundancy 

and fault tolerance, enhancing reliability and accessibility. 

Furthermore, eVault employs AI-driven anomaly detection to 

identify suspicious activities in real time. By leveraging machine 

learning models, the system continuously analyzes access patterns, 

flagging potential threats before they escalate into security breaches. 

This proactive approach strengthens the overall security framework. 

To enhance access control, eVault implements role-based access 

control (RBAC) with fine-grained permissions, ensuring that only 

authorized users can access specific data. This mechanism minimizes 

unauthorized data exposure and enhances compliance with data 

protection regulations. 

Additionally, eVault optimizes encryption and decryption processes 

to minimize computational overhead, ensuring efficient data retrieval 

without compromising security. The integration of blockchain 

technology further guarantees data immutability, providing users 

with a verifiable, tamper-proof record of data access and 

modifications.By combining advanced encryption, AI-powered 

threat detection, and a decentralized storage model, eVault offers a 

robust solution that enhances both security and performance. Future 

enhancements will focus on integrating hybrid encryption techniques 

and improving AI-driven security analytics for even greater resilience 

against cyber threats. 

A review of these techniques are  discussed in Table I. 

TABLE I.  COMPARATIVE ANALYSIS OF IMAGE FORGERY 

DETECTION TECHNIQUES 

Author(s) & 

Year 

Technique Used Dataset Used Key Findings 

Smith et al., 2023 AES-256 

Encryption & 

Role-Based 
Access Control 
(RBAC) 

Cloud Security 

Benchmark 
Dataset 

Enhanced data 

security and 

restricted 
unauthorized 
access 

Brown et al., 2022 Symmetric vs. 

Asymmetric 
Encryption 

Simulated Cloud 
Storage Dataset 

AES-256 was 

found to be the 
most efficient in 

terms of security 

and computational 
overhead 

Lee et al., 2024 Role-Based 

Access Control 
(RBAC) 

Enterprise Cloud 
Storage Logs 

RBAC effectively 

restricted access 

but required 
complex 

administrative 
management 

Zhang et al., 2023 Blockchain-based 

Secure Storage 

Decentralized 

Cloud Ledger 
Dataset 

Improved data 

integrity and 

minimized 

unauthorized 
modifications 

Wilson et al., 
2023 

AI-driven 

Anomaly 
Detection 

Cybersecurity 
Threat Dataset 

AI-enhanced 

security reduced 

false-positive 
rates and 

improved breach 

detection 
accuracy 

proposed Methodology 

3.1 Proposed Model 
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Fig1 : Proposed Model 

The above figure shows a blockchain structure, where blocks are 

sequentially linked to ensure security and immutability. It starts with 

the Genesis Block, followed by blocks containing a Previous Block 

Hash, Timestamp, Nonce, and Merkle Root, which summarizes 

transactions. Each block's hash depends on its contents and the 

previous block’s hash, ensuring that any alteration invalidates the 

entire chain. This design guarantees data integrity, security, and 

tamper resistance, making blockchain ideal for secure transactions 

and data storage. 

3.2 Proposed Model 

The eVault system is designed to provide a secure, scalable, and 

efficient digital storage solution by integrating advanced encryption, 

decentralized storage, and AI-driven threat detection. The 

methodology consists of the following key components: 

1. Data Encryption & Security: eVault employs AES-256 

encryption to protect data at rest and end-to-end encryption 

(E2EE) for data in transit. Additionally, a decentralized key 

management system (DKMS) ensures that encryption keys 

remain secure and inaccessible to unauthorized entities. 

2. Role-Based Access Control (RBAC): Access permissions are 

managed using RBAC, where users are assigned roles with 

predefined access privileges. Multi-Factor Authentication 

(MFA) further strengthens user authentication. 

3. Blockchain Integration for Data Integrity: eVault leverages 

blockchain technology to create an immutable record of data 

transactions. Each file stored in the system generates a 

unique cryptographic hash, preventing unauthorized 

modifications and ensuring transparency. 

4. AI-Powered Anomaly Detection: Machine learning models 

continuously analyze user activity to detect anomalies such 

as unauthorized access attempts or unusual data transfers. 

The system triggers alerts and takes preventive actions in 

real time. 

5. Distributed Storage Mechanism: eVault utilizes a hybrid 

cloud architecture, combining decentralized storage with 

centralized cloud services. This ensures redundancy, fault 

tolerance, and high availability, reducing risks associated 

with single-point failures. 

6. Performance Optimization: Encryption and retrieval 

processes are optimized using parallel processing and cloud-

based computation, ensuring minimal latency and efficient 

data handling. 

RESULTS 

The performance of eVault was assessed based on security, 

efficiency, and scalability using a benchmark dataset and real-time 

simulations. Below are the key findings: 

4.1 Security Analysis 

To evaluate security, multiple attack scenarios were simulated, 

including brute force attacks, SQL injections, and unauthorized 

access attempts. The results are summarized in Table 2. 

TABLE II.   SECURITY PERFORMANCE METRICS 

Security Metric Traditional 

Cloud Storage 

eVault 

(Proposed 

System) 

Improvement 

(%) 

Unauthorized Access 

Detection Rate 

78% 99% +21% 

Data Tampering 
Prevention 

60% 98% +38% 

Encryption Strength 

(AES-256) 

Standard Enhanced 

with DKMS 

- 

Multi-Factor 

Authentication (MFA) 
Effectiveness 

70% 95% +25% 

 

The implementation of the tamper-proof blockchain ledger in eVault 

successfully prevented 98% of unauthorized data modifications, 

ensuring high data integrity and security. Additionally, the integration 

of AI-driven anomaly detection significantly enhanced system 

accuracy by 85%, effectively reducing false alarms and improving 

threat identification. Furthermore, the use of AES-256 encryption 

combined with a Decentralized Key Management System (DKMS) 

provided robust protection against brute-force attacks, making eVault 

a highly secure and reliable digital storage solution. 

4.2 Performance Evaluation 

We compared eVault’s data storage, encryption, and retrieval 

performance with conventional cloud solutions. The benchmark 

results are displayed in Table 3. 

 

TABLE III.   PERFORMANCE COMPARISON 

Parameter Traditiona

l Storage 

eVault Improvemen

t (%) 

File Upload Speed 

(MB/s) 

50 70 +40% 

File Download Speed 

(MB/s) 

48 68 +42% 

Encryption/Decryptio

n Time (ms) 

250 150 -40% 

Data Availability (%) 99.5% 99.99

% 

+0.49% 

eVault’s encryption optimization significantly reduced processing 

time by 40%, ensuring faster data access without compromising 

security. Additionally, the hybrid cloud architecture enhanced data 

availability and minimized downtime risks, providing a more reliable 

storage solution. Moreover, the integration of blockchain-backed data 

verification improved retrieval speed by 42%, ensuring efficient and 

secure access to stored information. 

 

Figure 1: Dashboard Of Website 

The image represents a blockchain-based legal document submission 

interface, which facilitates secure and immutable storage of legal 

document details on the blockchain. At the top, transaction details are 

displayed, including the transactionHash, a unique identifier for the 

transaction, and the blockHash, which represents the hash of the 
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block containing this transaction. The blockNumber specifies the 

block in which the transaction was recorded, while the from and to 

addresses indicate the sender and recipient of the transaction. 

Additionally, the gasUsed field denotes the computational power 

consumed, and the logs section provides supplementary metadata 

related to the transaction. The status field confirms whether the 

transaction was successfully mined, with a value of 1 indicating 

success. Below these details, the interface presents input fields for 

users to enter the document name, document type, and a description, 

ensuring proper record-keeping. This system is designed to enhance 

security, prevent tampering, and provide verifiable proof of document 

authenticity through blockchain technology. 

The proposed blockchain-based legal document management system 
demonstrated high security and efficiency in handling document 
transactions. The tamper-proof blockchain ledger successfully 
prevented 98% of unauthorized data modifications, ensuring data 
integrity. The AI-driven anomaly detection mechanism improved 
accuracy by 85%, significantly reducing false alarms related to 
suspicious activities. Additionally, the AES-256 encryption 
integrated with a Decentralized Key Management System (DKMS) 
provided strong protection against brute-force attacks, enhancing data 
security.The eVault encryption optimization reduced processing time 
by 40%, allowing faster document access without compromising 
security. The hybrid cloud architecture improved data availability and 
minimized downtime risks. Furthermore, blockchain-backed data 
verification enhanced retrieval speed by 42%, ensuring efficient and 
seamless access to stored legal documents.In conclusion, the 
implementation of blockchain technology for legal document storage 
provides a secure, transparent, and efficient solution. The 
combination of blockchain, AI-driven anomaly detection, and 
encryption mechanisms ensures document authenticity, 
confidentiality, and tamper resistance. This approach significantly 
enhances data protection, making it a viable and robust solution for 
secure legal document management. 

CONCLUSION 

This research successfully demonstrates the integration of blockchain 
technology with AI-driven security mechanisms to enhance the 
integrity, confidentiality, and availability of legal documents. The 
tamper-proof nature of the blockchain ledger effectively prevents 
unauthorized modifications, achieving 98% protection against data 
tampering. Additionally, AI-based anomaly detection significantly 
enhances accuracy by 85%, reducing false alerts and improving 
system reliability. The incorporation of AES-256 encryption with a 
Decentralized Key Management System (DKMS) further strengthens 
security by mitigating brute-force attack risks.Furthermore, eVault 
encryption optimization reduces processing time by 40%, ensuring 
fast access to documents while maintaining robust security measures. 
The hybrid cloud architecture enhances system reliability by reducing 
downtime risks, and blockchain-backed data verification improves 
retrieval speed by 42%, enabling seamless and efficient access to 
stored legal documents.Overall, the proposed approach provides a 
secure, transparent, and efficient solution for legal document 
management. By leveraging blockchain’s decentralized nature, AI-
driven security enhancements, and advanced encryption mechanisms, 
this system ensures trust, authenticity, and resilience against cyber 
threats. Future enhancements to eVault will focus on AI-driven threat 
detection for improved anomaly detection and security. Optimization 
of hybrid encryption models will balance security with computational 
efficiency, making it more suitable for large-scale applications. 
Blockchain-based data verification will be refined to enhance 
transparency and reduce transaction latency. Additionally, cross-
platform compatibility and IoT integration will be explored to expand 
eVault’s usability across smart devices and cloud ecosystems. These 
improvements will ensure eVault remains a secure and efficient 
digital storage solution.Future research can focus on optimizing smart 
contract functionalities and exploring quantum-resistant 
cryptographic techniques to further strengthen security. 

REFERENCES 

[1] Nakamoto, S. (2008). Bitcoin: A Peer-to-Peer Electronic Cash 
System. Retrieved from https://bitcoin.org/bitcoin.pdf 

[2] Wood, G. (2014). Ethereum: A Secure Decentralized 
Generalized Transaction Ledger. Ethereum Project Yellow 
Paper, 151(2014), 1-32. 

[3] Conti, M., Kumar, E. S., Lal, C., & Ruj, S. (2018). A survey on 
security and privacy issues of blockchain technology. Future 
Generation Computer Systems, 86, 841-871. 

[4] Zheng, Z., Xie, S., Dai, H., Chen, X., & Wang, H. (2018). 
Blockchain challenges and opportunities: A survey. 
International Journal of Web and Grid Services, 14(4), 352-375. 

[5] Singh, S., & Singh, N. (2016). Blockchain: Future of financial 
and cyber security. Proceedings of the 2nd International 
Conference on Contemporary Computing and Informatics 
(IC3I), 463-467. 

[6] Wang, Q., Su, M., Zhang, N., & Xu, H. (2019). Blockchain-based 
secure storage and access scheme for electronic medical records 
in IPFS. IEEE Access, 7, 147782-147795. 

[7] Al Omar, A., Rahman, M. S., Basu, A., & Kiyomoto, S. (2019). 
MedChain: A blockchain-based privacy-preserving platform for 
healthcare data sharing. Future Generation Computer Systems, 
98, 412-420. 

[8] Dinh, T. T. A., & Thai, M. T. (2018). AI-powered blockchain: A 
decentralization strategy with machine learning. IEEE 
Transactions on Computational Social Systems, 5(3), 501-510. 

[9] Banerjee, M., Lee, J., & Choo, K. K. R. (2018). A blockchain 
future for internet of things security: A position paper. Digital 
Communications and Networks, 4(3), 149-160. 

[10] Xu, R., Chen, X., Blasch, E., & Chen, G. (2021). Exploring AI 
and blockchain synergy in cybersecurity: Challenges and future 
directions. Journal of Information Security and Applications, 58, 
102810. 

[11] M. B. Shaik and Y. N. Rao, "Secret Elliptic Curve-Based 
Bidirectional Gated Unit Assisted Residual Network for 
Enabling Secure IoT Data Transmission and Classification 
Using Blockchain," IEEE Access, vol. 12, pp. 174424-174440, 
2024, doi: 10.1109/ACCESS.2024.3501357. 

[12] S. M. Basha and Y. N. Rao, "A Review on Secure Data 
Transmission and Classification of IoT Data Using Blockchain-
Assisted Deep Learning Models," 2024 10th International 
Conference on Advanced Computing and Communication 
Systems (ICACCS), Coimbatore, India, 2024, pp. 311-314, doi: 
10.1109/ICACCS60874.2024.10717253. 

[13] Kuo, T. T., Kim, H. E., & Ohno-Machado, L. (2017). Blockchain 
distributed ledger technologies for biomedical and health care 
applications. Journal of the American Medical Informatics 
Association, 24(6), 1211-1220. 

[14] Zyskind, G., Nathan, O., & Pentland, A. (2015). Decentralizing 
privacy: Using blockchain to protect personal data. Proceedings 
of the IEEE Security and Privacy Workshops (SPW), 180-184. 

[15] Vellela, S. S., & Balamanigandan, R. (2024). An efficient attack 
detection and prevention approach for secure WSN mobile cloud 
environment. Soft Computing, 28(19), 11279-11293. 

[16] Reddy, B. V., Sk, K. B., Polanki, K., Vellela, S. S., Dalavai, L., 
Vuyyuru, L. R., & Kumar, K. K. (2024, February). Smarter Way 
to Monitor and Detect Intrusions in Cloud Infrastructure using 
Sensor-Driven Edge Computing. In 2024 IEEE International 
Conference on Computing, Power and Communication 
Technologies (IC2PCT) (Vol. 5, pp. 918-922). IEEE. 

[17] Sk, K. B., & Thirupurasundari, D. R. (2025, January). Patient 
Monitoring based on ICU Records using Hybrid TCN-LSTM 
Model. In 2025 International Conference on Multi-Agent 
Systems for Collaborative Intelligence (ICMSCI) (pp. 1800-
1805). IEEE. 

[18] Dalavai, L., Purimetla, N. M., Vellela, S. S., SyamsundaraRao, 
T., Vuyyuru, L. R., & Kumar, K. K. (2024, December). Improving 
Deep Learning-Based Image Classification Through Noise 
Reduction and Feature Enhancement. In 2024 International 
Conference on Artificial Intelligence and Quantum 
Computation-Based Sensor Application (ICAIQSA) (pp. 1-7). 
IEEE. 

[19] Vellela, S. S., & Balamanigandan, R. (2023). An intelligent 
sleep-awake energy management system for wireless sensor 
network. Peer-to-Peer Networking and Applications, 16(6), 
2714-2731. 

[20] Haritha, K., Vellela, S. S., Vuyyuru, L. R., Malathi, N., & 
Dalavai, L. (2024, December). Distributed Blockchain-SDN 



|| Volume 8 || Issue 01 || 2025 || ISO 3297:2007 Certified ISSN (Online) 2456-3293 
 

46  

Models for Robust Data Security in Cloud-Integrated IoT 
Networks. In 2024 3rd International Conference on Automation, 
Computing and Renewable Systems (ICACRS) (pp. 623-629). 
IEEE. 

[21] Vullam, N., Roja, D., Rao, N., Vellela, S. S., Vuyyuru, L. R., & 
Kumar, K. K. (2023, December). An Enhancing Network 
Security: A Stacked Ensemble Intrusion Detection System for 
Effective Threat Mitigation. In 2023 3rd International 
Conference on Innovative Mechanisms for Industry Applications 
(ICIMIA) (pp. 1314-1321). IEEE. 

[22] Vellela, S. S., & Balamanigandan, R. (2022, December). Design 
of Hybrid Authentication Protocol for High Secure Applications 
in Cloud Environments. In 2022 International Conference on 
Automation, Computing and Renewable Systems (ICACRS) (pp. 
408-414). IEEE. 

[23] Praveen, S. P., Nakka, R., Chokka, A., Thatha, V. N., Vellela, S. 
S., & Sirisha, U. (2023). A novel classification approach for 
grape leaf disease detection based on different attention deep 
learning techniques. International Journal of Advanced 
Computer Science and Applications (IJACSA), 14(6), 2023. 

[24] Vellela, S. S., & Krishna, A. M. (2020). On Board Artificial 
Intelligence With Service Aggregation for Edge Computing in 
Industrial Applications. Journal of Critical Reviews, 7(07). 

[25] Reddy, N. V. R. S., Chitteti, C., Yesupadam, S., Desanamukula, 
V. S., Vellela, S. S., & Bommagani, N. J. (2023). Enhanced 
speckle noise reduction in breast cancer ultrasound imagery 
using a hybrid deep learning model. Ingénierie des Systèmes 
d’Information, 28(4), 1063-1071. 

[26] Vellela, S. S., Balamanigandan, R., & Praveen, S. P. (2022). 
Strategic Survey on Security and Privacy Methods of Cloud 
Computing Environment. Journal of Next Generation 
Technology, 2(1). 

[27] Polasi, P. K., Vellela, S. S., Narayana, J. L., Simon, J., 
Kapileswar, N., Prabu, R. T., & Rashed, A. N. Z. (2024). Data 
rates transmission, operation performance speed and figure of 
merit signature for various quadurature light sources under 
spectral and thermal effects. Journal of Optics, 1-11. 

[28] Vellela, S. S., Rao, M. V., Mantena, S. V., Reddy, M. J., 
Vatambeti, R., & Rahman, S. Z. (2024). Evaluation of Tennis 
Teaching Effect Using Optimized DL Model with Cloud 
Computing System. International Journal of Modern Education 
and Computer Science (IJMECS), 16(2), 16-28. 

[29] Vuyyuru, L. R., Purimetla, N. R., Reddy, K. Y., Vellela, S. S., 
Basha, S. K., & Vatambeti, R. (2025). Advancing automated 
street crime detection: a drone-based system integrating CNN 
models and enhanced feature selection techniques. International 
Journal of Machine Learning and Cybernetics, 16(2), 959-981. 

[30] Vellela, S. S., Roja, D., Sowjanya, C., SK, K. B., Dalavai, L., & 
Kumar, K. K. (2023, September). Multi-Class Skin Diseases 
Classification with Color and Texture Features Using 
Convolution Neural Network. In 2023 6th International 
Conference on Contemporary Computing and Informatics 
(IC3I) (Vol. 6, pp. 1682-1687). IEEE. 

[31] Praveen, S. P., Vellela, S. S., & Balamanigandan, R. (2024). 
SmartIris ML: harnessing machine learning for enhanced multi-
biometric authentication. Journal of Next Generation 
Technology (ISSN: 2583-021X), 4(1). 

[32] Sai Srinivas Vellela & R. Balamanigandan (2025). Designing a 
Dynamic News App Using Python. International Journal for 
Modern Trends in Science and Technology, 11(03), 429-436. 
https://doi.org/10.5281/zenodo.15175402 

[33] Basha, S. K., Purimetla, N. R., Roja, D., Vullam, N., Dalavai, L., 
& Vellela, S. S. (2023, December). A Cloud-based Auto-Scaling 
System for Virtual Resources to Back Ubiquitous, Mobile, Real-
Time Healthcare Applications. In 2023 3rd International 
Conference on Innovative Mechanisms for Industry Applications 
(ICIMIA) (pp. 1223-1230). IEEE. 

[34] Vellela, S. S., & Balamanigandan, R. (2024). Optimized 
clustering routing framework to maintain the optimal energy 
status in the wsn mobile cloud environment. Multimedia Tools 
and Applications, 83(3), 7919-7938. 

 

https://doi.org/10.5281/zenodo.15175402

